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Overview

FD9383-H(T)V is an indoor/outdoor fixed dome network camera capable of 5SMP at 30 fps.
With the VIVOTEK WDR Pro technology, the camera series is capable of capturing the
highest quality images in both low light and high contrast environments.

The onboard IR can provide illumination in total darkness. With the Smart IR feature, the
firmware automatically adjusts the IR intensity for objects that came too close, in order to
avoid over-exposure.

The cameras support WDR function at the effectiveness of up to 120dB. These models

support local video storage on the MicroSD cards if network service should be interrupted.

The cameras also come with configurable motion detection and tampering detection with
up to 5 privacy mask areas.



RevisionHistory

Yy Rev. 1.0: Initial release.

ReadBeforeUse

The use of surveillancedevicesmay be prohibited by law in your country. The Network Camera is not only
a highperformance wetNE I R& OF YSNI o6dzi OFy Ff &2 6S LJ Nls 2
responsibility to ensure that the operation of such devices is legal before installing this unit for its inten
use.

It is important to first verify that all contents received are complete according to the Package Cdistendts
below. Takenote of the warningsin the QuickinstallationGuidebeforethe Network Camera is installed; the
carefully read and follow the instructions in the Installation chapter to avoid damage due to faulty asse
and installation. This also ensures the productsed properly as intended.

The Network Camerais a network device and its use should be straightforward for those who have
basic networking knowledge. It is designed for various applications including video sharing, general
security/surveillance, etc. THéonfiguration chapter suggests ways to best utilize the NetWankeraand
ensureproper operations.Forcreativeand professionablevelopersthe URL Commands of the Network
Camera section serves as a helpful reference to customizing existing homepagegm@ting with the
current web server.

/N\ IMPORTANT:

1. The product must be installed and protected in a location that is not easily accessible,
and is away from impacts or heavy vibration. For example, at the location where the
surveillance cameras are looking down or installed at high positions such as on a wall,
or at least 3 meters above the ground.

. The camera should be installed at least 10 centimeters away from the eave of a building.

. If powered by a power adapter, the adapter should be properly grounded.

. Maintenance and repair work must always be carried out by qualified technical
personnel.

. Disconnect power from the unit when performing a maintenance task.

6. Please contact VIVOTEK's certified dealers for power adapters.
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/\ WARNING:

1. IR lights emit from this product.
2. Use appropriate shielding or eye protection.

Symbols and Statements in this Document

INFORMATIONprovides important messagesor advice that might help
prevent inconvenient or problem situations.

NOTENoticesprovide guidanceor advicethat is relatedto the functional
integrity of the machine.

~E)

o

Tips Tipsare usefulinformation that helpsenhanceor facilitate an
installation,function, or process.

WARNING: or IMPORTANT:: These statements indicate
situations that can be dangerouor hazardougo the machineor you.

Electrical Hazard: This statement appears when high voltage
electrical hazards might occurto anoperator.

>

/N\ IMPORTANT:

Thecameraisonlyto be connectedto PoEnetworkswithout routingto outsideplants.
1. For PoE connection, use only UL listed I.T.E. with PoE output.

1. La caméra ne doit étre raccordée q u @és réseaux PoE, sans routage vers des
installations extérieures.

2. Pour les raccordements PoE, utilisez uniquement un équipement de Tl homologué UL,
avec une sortie PoE.

Use the camera only with a DC power supply that is UL listed, and limited power source
(LPS) certified. The power supply should bear the UL listed and LPS marks. The power
supply should also meet any safety and compliance requirements for the country of use.

noéut ild camérazq u 6 a ureldoc d 6 al i me@Q lomaologugd UL, ainsi qu 6 av e c
une alimentation | imit®e (LPS) <certifi ®e. Le
d'homologation UL et LPS. Il doit également répondre aux exigences en matiere de
s®curit® et de conformit® relatives au pays d



4 NOTE:
Camera Hardware Preventative Maintenance:

Do Do W

o

Visual inspection of all major components including accessories, cabling and
connections where accessible for signs of deterioration or damage.
Check and clean cameras, lenses and housings inside and out as needed.

Please do not scratch, damage, or leave fingerprints on the dome/front cover and/or
lens because this may decrease image quality.

For general cleaning of dirty areas, it is suggested to use compressed air to remove
dust and/or other debris in order not to damage the on-board components.

In order to clean oil stains, it is recommended to use a spray-type decomposing cleaner
(absolutely avoid reciprocating wipes on the surface). After the oil has decomposed,
spray it with water, dry with air, and/or absorb water with a cotton cloth or a soft cloth
(dab, please avoid wiping).

Do not use harsh detergents, gasoline, benzene or acetone, etc. to clean as they may
deform or cause damage to the product. Also, excessive cleaning could damage the
surface.

Check images for correct field of view (pan, tilt and zoom focus) and adjust as
necessary.

Check and replace the Micro SD memory card as needed.

Stop edge recording before removing the Micro SD memory card.

Make sure that the Micro SD memory card is right side up and do not insert it with
force, otherwise it may be damaged.

When it is raining or the humidity is high, insertion or ejection of the Micro SD memory
card is not recommended.

Disassembly of the dome/front cover carries the risk of internal dew condensation, so
please remember to replace the desiccant bags on the inside of the cameras before
reassembly.

Check that the camera view has not been blocked by obstacles and that you can see
the property perimeter clearly.

Make sure the interiors of cameras and accessories, like mounting kits and/or
enclosures, are clean and dry.

Make sure cameras are securely attached to the wall/ceiling/mounting kits.

/N\ IMPORTANT:

1.
2.
3.

Please contact VIVOTEK's certified dealers for power adapters.
Installation and maintenance service should only be performed by qualified technicians.
If powered by a power adapter, the adapter should be properly grounded.
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/N IMPORTANT:

For some customers who already have their own website or web control application, the
Network Camera/Video Server can be easily integrated through URL syntax. This section
specifies the external HTTP-based application programming interface. The HTTP-based
camera interface provides the functionality to request a single image, control camera
functions (PTZ, output relay, etc.), and get and set internal parameter values. The image
and CGl requests are handled by the built-in Web server.

A To send URL commands in the address bar of your web browser, please remember to
disable the Cross-Site Request Forgery (CSRF) protection in Configuration > Security
> Miscellaneous.

VIVOT=K

Home NLLILTTAUETIN Language

Security > Miscellaneous

System

Miscellaneous

Media Enable Cross-Site Request Forgery(CSRF) protection.

‘We strongly recommend not to disable this protection. Disabling this feature will expose your
camera to risks.

] Enable session timeout

User accounts

HTTPS

Access list
IEEE 802.1x

Miscellaneous

P1Z

Event

Applications

Recording

Storage

Version: 1.2303.43.01d

A Foruptoodate documentation of URL commands, p |
register an account with a business mail address and submit for authorization for SDK
in Resources > Downloads > SDK.
VIVOEK s st

Downloads

Download Center

Products

Q@ & i

Product Files Firmware Software ARE Specification SDK Certificats

A For any further technical support, please contact our technical support department.

s gl
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Consumption & Power Input

FD9383-H(T)V

PoE 802.3af Class 0 - 42.5V/0.3A 12.95W, 57V/0.22A 12.95W (PoE midspan or endspan)

DC 12V /1.2A
AC 24V~0.88A, 50-60Hz

/\ IMPORTANT:

The equipment comes with an RTC battery. Note the following:

A

A
A
A

Replacement of a battery with an incorrect type that can defeat a safeguard (for
example, in the case of some lithium battery types);

Disposal of a battery into a fire or a hot oven, or mechanically crushing or cutting of a
battery, which can result in an explosion;

Leaving a battery in an extremely high temperature surrounding environment that can
result in an explosion or the leakage of flammable liquid or gas; and

A battery subjected to extremely low air pressure that may result in an explosion or the
leakage of flammable liquid or gas.

CAUTION: Risk of fire or explosion if the battery is replaced by an incorrect type.

11
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Hardwarelnstallation

For details on hardware installation, please refer to the Quick Installation Guide, available for downloa
Vivotek's website.



Softwarelnstallation

1. PleasevisitVI V OT BKbSit to Install the " S h e p ts@ftwadedutility. The program
will search for VIVOTEK Video Receivers, Video Servers or Network Cameras on the

same LAN.

Double-click on the c a me rM&© address to open a web console to the camera.

13
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2. Install the Shepherdtility, which helps you locate and configure your network camerthe local
network.Pleased2 (2 *Lxh¢9VYQa ¢So0aAidsSs FyR t£20F4GS Gf
Software page.

VIVOTEK  icc soutons  rariners
Aoet G Company

Downloads

Download Center

Products
a
: & # £
@ 2 R
Product Files Firmware Software ABE Specification SDK Certificate & Reports

3-1. Run the Shepherd utility.

3-2. The program will conduct an analysis of your network environment.

All devices Selected

Firmware




3-3. The program will search for all VIVOTEK network devices on the same LAN.

3-4. After a brief search, the installer window will prompt. Click on the MAC and model
name that matches the one printed on the product label. You can then double-click on
the address to open a management session with the Network Camera.

1 selected (@

MAC:0002D1730202 & s c : =

LA FC @)

Selected

15



Forceful Password Configuration

4. The first time you log in to the camera, the firmware will prompt for a password
configuration for security concerns.

4-1 Since your camera is used for the first time, there is no password. Enter "root" as the
username, and nothing for the password.

I "

Windows Security [

The server 169.254.205.235 iz asking for your user name and
password. The server reports that it is from streaming_server.

Warning: Your user name and password will be sent using basic
authentication on a connection that isn’ t secure.

| root |

B

= ]

["] Remember my credentials

[ oK ] [ Cancel ]

4-2 Enter the combination of alphabetic and numeric characters to fulfill the passstaagthrequirement.
¢KS RSTlLdzZ G yIYS F2N UK ZndoanyoSbethangd®.Y Ay A a i NI G 2 N

VIVOT=K

Language

FD9383-HTV

Configure password

Password should meet the following requirements:
*8~64 characters with no spaces
*include at least one alphabetic character
*include at least one numeric character

User name : root
User password :

Confirm user password :

D Enable HTTPS secure connection

*The new password will be applied to all connections



Some, but not all special ASCII characters are supported: !, %, -, ., @, *, _, and ~. You
can use them in the password combination.

Message [

-

You have used invalid characters. These characters are valid:A-Z,
! A\ a-z,0-9and 1%-.@*_~

4-3. Another prompt will request the password you just configured. Enter the password, and then you
start configuring your camera and see the live view.

-

Windows Security @

The server 169.254.205.23% is asking for your user name and
password. The server reports that it is from streaming_server.

Warning: Your user name and password will be sent using basic
authentication on a connection that isn’ t secure.

| root |

[C] Rernember my credentials

’ (0] 4 ] ’ Cancel

17
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5. h aweb console goto Configuratior> Media>Image>FocugqIB9383HTV only) to tune for thbest
image focus.

Configuration > Media > Image > Focus

Media >Image
Channel:

General settings | | Image settings | | Exposure | | Focus | | Privacy mask

zoom  [==][=} ——— X
Fous  [<<][< ], S

Auto Focus

[JFull-range scan  [v| Fully-opened iris Perform auto focus

Focus window
@ Full view

(O Custom

Hardware Reset
The reset button is used to reset the system or restore the factory default settings.

Sometimes resetting the system can return the camera to normal operation. If the system
problems remain after reset, restore the factory settings and install again.

Reset: Press the recessed reset button. Wait for the Network Camera to reboot.
Restore: Press and hold the reset button until the status LED rapidly blinks. Note that all

settings will be restored to factory default. Upon successful restoration, the status LED will
blink green and red during normal operation.

SD/SDHC/SDXC Card Capacity

This network camera is compliant with SD/SDHC/SDXC up to 1TB and other preceding
standard SD cards.



Network Deployment
General Connection (PoE)

() When using a PoE-enabled switch

The Network Camera is PoE-compliant, allowing transmission of power and data via a sin-
gle Ethernet cable. Follow the below illustration to connect the Network Camera to a PoE-
enabled switch via Ethernet cable.

802.3af PoE Switch

() When using anon -PoE switch
Use a PoE power injector (optional) to connect between the Network Camera and a non-
PoE switch.

PoE Power Injector
(optional)

Non-PoE Switch

4 NOTE:

1. The camera is only to be connected to PoE networks without routing to outside plants.
2. For PoE connection, use only UL listed I.T.E. with PoE output.

19
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Ready to Use

1. A browser session to the Network Camera should prompt as shown below.

2.You should be able to see live video from your camera. You may also install the

32-channel recording software in a deployment consisting of multiple cameras. For its
installation details, please refer to its related documents.

VIVOT=K FD9383-HTV
Profile name: [ Live v |

BT configuration | Language
» Manual triggers -
PTZ control | Ol _~

Focus spesci [0 |
» Global view:




Intern nnection vi [ [

Before setting up the Network Camera over the Internet, make sure you have a router and follow
the steps below.

1. Connect your Network Camera behind a router, the Internet environment is illustrated below.
Regarding how to obtain your IP address, please refer to Software Installation for details.

)

@ v

W
/ IP address : 192.168.0.3

Subnet mask: 255.255.255.0
Default router : 192.168.0.1

WAN (Wide Area Network )
Router IP address : from ISP

Internet

LAN*(Local Area Network)
Router IP address : 192.168.0.1

Cable or DSL Modem ’

IP addresg
Suk
Default router : 192.168.0.1

2. In this case, if the Local Area Network (LAN) IP address of your Network Camera is
192.168.0.3, please forward the following ports for the Network Camera on the router.

y HTTP port: default is 80

Y RTSP port: default is 554

Yy RTP port for video: default is 5556

Yy RTCP port for video: default is 5557

If you have changed the port humbers on the Network page, please open the ports
accordingly on your router. For information on how to forward ports on the router, please refer
to your routerds usero6s manual

3. Find out the public IP address of your router provided by your ISP (Internet Service Provider).

Use the public IP and the secondary HTTP port to access the Network Camera from the
Internet. Please refer to Network Type for details.

Intern nnection with ic IP

Choose this connection type if you are required to use a static IP for the Network Camera.
Please refer to LAN setting for details.

Internet connection via PPPoE (Point-to-Point over Ethernet)

Choose this connection type if you are connected to the Internet via a DSL Line.

21



For example, your router and IP settings may look like this:

Device IP Address: internal port  |IP Address: External Port (Mapped
port on the router)

Public IP of router 122.146.57.120

LAN IP of router 192.168.2.1

Camera l 192.168.2.10:80 122.146.57.120:8000
Camera 2 192.168.2.11:80 122.146.57.120:8001

Configure the router, virtual server, or firewall so that the router can forward any data coming
into a preconfigured port number to a network camera on the private network and allow data
from the camera to be transmitted to the outside of the network over the same path.

From Forward to
122.146.57.120:8000 |192.168.2.10:80
122.146.57.120:8001 |192.168.2.11:80

When properly configured, you can access a camera behind the router using the HTTP
request as follows: http://122.146.57.120:8000

If you change the port numbers on the Network configuration page, please open the ports
accordingly on your router. For example, you can open a management session with your
router to configure access through the router to the camera within your local network.
Please consult your network administrator for router configuration if you have troubles with
the configuration.

For more information with network configuration options (such as that of streaming ports),
please refer to Configuration > Network Settings. VIVOTEK also provides the automatic
port forwarding feature as an NAT traversal function with the precondition that your router
must support the UPnP port forwarding feature.

Network > General setlings

Hetwork type Port

¥ LAN

® Get P address automaticaly

General settings Use fixed P address
Streaming protocols V! Enable UPr® presentaticn
DONS ¢ Enable UPnP port forwarding
QoS PPPOE
SNMP 4. Enable P&
The device s configurng now, Your browser wil reconnect
Security 1Pv6 informy  to hitp 1152 168 4 140.80/
] cton fals, phe By P
= Manusty the ois enter the adbove
sddress n your browser

—— S




Accessing the Network Camera

This chapter explains how to access the Network Camera through web browsers, RTSP players,

3GPP-compatible mobile devices, and VIVOTEK recording software.
Using Web Browsers

Use Installation Wizard 2 (IW2) to access the Network Cameras on LAN.

If your network environment is not a LAN, follow these steps to access the Network Camera:
1. Launch your web browser (e.g., Edge or Chrome).

2. Enter the IP address of the Network Camera in the address field. Press Enter.

3. Live video will be displayed in your web browser.

4. If it is the first time installing the VIVOTEK network camera, an information bar will prompt.

Follow the instructions to install the required plug-in on your computer.

3 By default, the Network Camera is not password-protected. To prevent unauthorized
access, itis highly recommended to set a password for the Network Camera.
For more information about how to enable password protection, please refer to Security.
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Using RTSP Players

To view the streaming media using RTSP players, you can use one of the following players that
support RTSP streaming.

a

<% VLC media player

1. Launch the RTSP player.

2. Choose File > Open URL. A URL dialog box will pop up.

3. The address format is rtsp://<ip address>:<rtsp port>/<RTSP streaming access name for
streaml or stream2>

As most ISPs and players only allow RTSP streaming through port number 554, please set the
RTSP port to 554. For more information, please refer to RTSP Streaming.

For example: o | & Open Media -
Playlist J File O Disc &2 Network = Capture Device
= Playlist Network Protocol

#j Media Library|

Please enter a network URL;

My Computer
My Videos

4. The live video will be displayed in your player.
For more information on how to configure the RTSP access name, please refer to RTSP
Streaming for details.

& rtspy//192.168:51.145:554/live1s1 sdp - VLC media player - o
Media Playback Audio

Video Subtitle Tools View Help




Using 3GPP-compatible Mobile Devices

To view the streaming media through 3GPP-compatible mobile devices, make sure the Network
Camera can be accessed over the Internet. For more information on how to set up the Network

Camera over the Internet, please refer to Setup the Network Camera over the Internet.
To utilize this feature, please check the following settings on your Network Camera:

1. Because most players on 3GPP mobile phones do not support RTSP authentication, make

sure the authentication mode of RTSP streaming is set to disable.
For more information, please refer to RTSP Streaming.

2. As the the bandwidth on 3G networks is limited, you will not be able to use a large video size.
Please set the video streaming parameters as listed below.

For more information, please refer to Stream settings.

VideoMode  H264
IFFIME SIZ6 1] 176 x 144
Maximum framerate  51ps
Invaframe period 1S

Video qualty (Constant bit rate)  40kbps

3. As most ISPs and players only allow RTSP streaming through port number 554, please set
the RTSP port to 554. For more information, please refer to RTSP Streaming.

4. Launch the player on the 3GPP-compatible mobile devices (e.g., VLC player).

5. Type the following URL commands into the player.
The address format is rtsp://<public ip address of your camera>:<rtsp port>/<RTSP streaming

access name for stream # with small frame size and frame rate>.

For example:

i VLC medla p A Open Media

Playlist
= Playlist
Media Library]
My Computer
# My Videos
J4 My Music
[&] My Pictures
Devices

) Discs

)
'¢~.
<

oem >
| T

P Fle @®Disc % Network
Network Protocol

twork URL:

p://192.168.51.64:554/livels].sdn}

(7] Show more options

= Capture Device

Play |~

Cancel

44(]

You can configure Stream #2 into the suggested stream settings as listed above for live

viewing on a mobile device.
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Using VIVOTEK Recording Software

Visit our website for download the VAST or VSS recording software that provides simultaneous
monitoring and video recording for multiple Network Cameras. Please install the recording
software; then launch the program to add the Network Camera to the Channel list. For detailed
i nformation about how to use the recording
software or download it from http://www.vivotek.com.

V vAsT

FE8180 |
1920x1920 W
H264 A

&\ ‘, {

15&3 -
W/ws 15:09:03

—‘@'— Tips:
1. If you encounter problems with displaying live view or the onscreen plug-in control, you may try

to remove the plug-ins that might have been installed on your computer. Remove the following
folder: C:\Program Files (x86)\Camera Stream Controller\.

2. If you forget the root (administrator) password for the camera, you can restore the camera
defaults by pressing the reset button for longer than 5 seconds.

3. If DHCP is enabled in your network, and the camera cannot be accessed, run the Shepherd
utility to search the network. If the camera has been configured with fixed IP that does not
comply with your local network, you may see its default IP 169.254.x.x. If you still cannot find
the camera, you can restore the camera to its factory defaults.

4. If you change your network parameters, e.g., added a connection to a LAN card, re-start the
Shepherd utility.

sof


http://www.vivotek.com/

Main Page

This chapter explains the layout of the main page. It is composed of the following sections:

VIVOTEK INC. Logo, Host Name, Camera Control Area, Configuration Area, Menu, and Live
Video Window.

Resize Buttons
VIVOTEK INC.

Logo —m FD9383HTV Host Name
T o { ——— CIITN Client settings | Configuration | Languag I
~ M oe Configuration
u;_E@.. Em Area

Camera Control |,/
Area -

Hide Button

Live View Window

VIVOTEK INC. Logo
Clickthislogoto visitthe VIVOTEMebsite.

Host Name

The host name can be customized to fit your needs. The name can be changed especially there are many
camerasn your surveillancedeployment.Formore information, pleasereferto Systen.

Camera Control Area

Profile mode: 4 pre-configuredstreamingprofiles are provided through here: Max. view, Recording
view, Live view, and App. Each mode features a different stream source (channel), resolution, multicast,
and metadata configuration.

The profiles can be configured in Configuration > Media > Media profiles,

Manual Trigger: Click to enable/disable an event trigger manually. Please configure an event setting on
the Application page before you enable this function. A total of 3 event configuration can be configured.
If you want to hide this item on the homepage, please go to Configuration> System > Homepage

Layout > General settings > Customized button t o desel ect the HAshow
checkbox.

27
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Configuration Area
Client SettingsClick this button to access the client setting page. For more informatiease refer taClient
Settings.
Configuration Qick this button to access the configuration page of the Network Camera. It is suggestec
a password be applied to the Network Camera so that only the administrator can configure the Netwol
Camera. For more informatioplease refer to Configuration.
LanguageClick this button to choose a language for the user interface. Language options are available
English, Deutsch, Espafiol, Francais, Itali@, , Portugués, M , and Mn .

Hide Button
Youcanclickthe hide button to hide or displaythe control panel.

Resize Buttons
IEAut.;.|E1lIl% EH S0 | B 254 |

Clickthe Auto button, the videocellwill resizeautomaticallyto fit the monitor. Click 100% is to display the
original homepage size.

Click50%is to resizethe homepageo 50%o0f its originalsize. ClicR5%isto resizethe homepageo 25%of
its originalsize.

Live Video Window

y The following window is displayed when the video mode is set to H.264 or H.265:
H.265/264 Protocol and Media Options

Video Title Vided (TPC-AV) | i —Time
Title and Time | Video 17:08:56 2018/03/25

Zoom Indicator

Video Control Buttons
Video Title Thevideotitle canbe configured.For more information, pleaserefer to Video Settings
H.264 orH. 265 Protocoland Media Options Thetransmissiorprotocoland mediaoptionsfor H.264 or
H.265videostreaming.For further configuration pleaserefer to ClientSettings
Time Displaythe currenttime. For furtherconfiguration, pleaseeferto Media>Image >Genralsettings
Titleand Time Thevideotitle andtime canbe stampedon the streamingvideo.Forfurther configuration,
pleasereferto Media>Image> Generalsettings




PTZPan¥l ¢ KAa bSGg2N] /I Y-BIN)paniitzotmcohiich wid RIAWES koaninad
smaller view frame within a large view franfflease refer to PTZ settiings for detailefbrmation.

Glohal View Click on this item to display the Global View window. The Global View window contains a
view image (the largest frame size of the captured video) and a floating frame (the viewing region of tt
current video stream). The floating frame allowsers to control the €°TZ function (Electronic Pan/
Tilt/Zoom). For more information aboutRTZ operatiorplease refer to BTZ Operation.

« Global View: The viewing region of

the current video stream

The largest frame size

Moving Instantly

Note that the PTZ buttons on the panel are not operational unless you are showing only a portion of tt
image. If the live view window is displaying the full view, the PTZ buttons are not functional.
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Video Control Buttons Dependingon the Network Cameramodel and Network Cameraconfiguration,
somebuttons maynot be available.

]E Snapshat Click this button to capture and save still images. The captured images will be displayed
pop-up window. Rightclickthe imageandchooseSavePictureAsto saveit in JPEG*.jpg) or BMP (*.bmp)
format.

@ DigitalZoom Clickanduncheck 5 A Adigifafl & 2 6 énablethe zoomoperation.Thenavigation
screen indicates the part of the imageing magnifiedTo control the zoom level, drag the slider bao.
move to a different area you want to magnify, drag the navigation screen.

[C] Disable digital ptz

Zoom Factor:

~
- 100% 400%

@ Pause Pausehe transmissiorof the streamingmedia.Thebutton becomeshe F Resumebutton after
clicking the Pause button.

F Stop Stop the transmission of the streaming media. CIickFaResume button to continue
transmission.

T Start MP4 RecordingClick this button to record video clips in MP4 file format to your computer. Pre

the@ Stop MP4 Recording button to end recording. When you exit the web browser, video recsiaisg
accordinglyTospecifythe storagedestinationandfile name,pleaserefer to MP4SavingOptionsfor detalils.

@ FullScreenClickthis button to switchto full screenmode.Presghe & 9 &&Yyto switchbackto normal
mode.



y The following window is displayed when the video mode is set to MJPEG:

Video Title
Title and Time

- 2018/07/25 17:08:56

| Video 17:08:56 2018/07/25

Video Control Buttons

Video Title The video title can be configureldor more information, please refer to Media > Image
Time Displaythe currenttime. Formoreinformation, pleaserefer to Media>Image

TitleandTime Videotitle andtime canbe stampedon the streamingvideo.Formoreinformation, please
refer to Media > Image.

Video Control Buttons Dependingon the Network Cameramodel and Network Cameraconfiguration,
somebuttonsmaynot be available.

@ SnapshatClick this button to capture and save still images. The captured images will be displayed
pop-up window. Rightclickthe imageand chooseSavePictureAsto saveit in JPEG*.jpg) or BMP (*.bmp)
format.

@ DigitalZoom Clickanduncheck 5 A adigidafl 2 2 %6 énablethe zoomoperation.Thenavigation
screen indicates the part of the image being magnifiealcontrol the zoom level, drag the slider b&o.
move toa different area you want to magnify, drag the navigation screen.

[7] Disable digital ptz

Zoom Factor:

p—
. 100% 400%

E Start MP4 RecordingClick this button to record video clips in MP4 file format to your computer. Pre
the@ Stop MP4 Recording button to end recording. When you exit the web browser, video recsiasg
accordinglyTospecifythe storagedestinationandfile name,pleaserefer to MP4SavingOptionsfor details.

@ FullScreenClickthis button to switchto full screenmode.Pressghe & 9 &&yto switchbackto normal
mode.
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Client Settings

This chapter explains how to select the stream transmission mode and saving options on the
local computer. When completed with the settings on this page, click Save on the page bottom
to enable the settings.

H.265/H.264 Protocol Options

H.265/H.264 protocol options
TCP ]

Dependingon your network environment,there are four transmissiormodesof H.264streaming:

UDP unicastThis protocol allows for more retime audio and videstreams. However, networkackets
may be lost due to network burst traffic and images may be broken. Activate UDP connection when
occasions require timaensitive responses and the video quality is less important. Note that each unica
client connectinga the server takes up additional bandwidth and the Network Camera allows up to ten
simultaneous accesses.

UDP multicastThis protocol allows multicagtnabled routers to forward network packets to all clients
requesting streaming media. This helps to reelthe network transmission load of the Network Camera
while servingnultiple clientsat the sametime. Note that to utilize this feature, the Network Cameramust be
configured to enable multicast streaming at the same tifd@.more information, please refer tRTSP
Streaming.

TCPThis protocol guarantees the complete delivery of streaming data and thus provides \ad#erquality
Thedownsideof this protocolisthat its reaktime effectis not asgoodasthat of the UDPprotocol.

HTTPThis protocol allows the same quality as TCP protocol without needing to open specific ports for
streaming under some network envimments. Users inside a firewall can utilize this protocol to allow
streaming data through.

Two way audio
Two way audio

Half-duplex
Full-duplex

Halfduplex Audio istransmitted from one direction at a time, e.grpm a PC holding a web consaeléh
the camera.
Fullduplex Audioistransmittedin both directionssimultaneously.
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MP4 Saving Options

MP4 saving options

Folder: C\Record

File name prefix cLIP

Add date and ime suffixto file name

-
Userscan record live video as they are watchingit by clicking| ® | Start MP4 Recordingon the main
page.Here,you canspecifythe storagedestinationandfile name.

Folder Specifya storage destination on your PCfor the recorded video files. The location can be

changed.

Filenameprefix: Enterthe text that will be appendedto the front of the videofile name.Aspecifiedfolder
will be automaticallycreatedon your localhard disk.

Adddate andtime suffixto the file name Selectthis option to appendthe date andtime to the end of the

file name.

( 1

CLIP_20190321-180853

too4

Filename p r e pDate and time s uf p x
The format is: YYYYMMDD_HHMMSS

& J

Local Streaming Buffer Time
Local streaming buffer time

0 Millisecond

In the caseof encountering unsteady bandwidth, ligreamingmaylagandvideostreamingmaynot be
OSNE avYz2z2iKfeo LF @2dz SylrofS GKAa 2LJiA2Y EacheKS
memory for a few milli seconds before being played on the live viewing window. This will help ythesee
streaming more smoothly. If you enter 3,000 Millisecond, the streaming will delay for 3 seconds.
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Joystick settings

Enable Joystick

Connect a joystick to a USB port on your management computer. Supported by thke glugo a A O N2
DirectX), once the plutp for the web console is loaded, it will automatically detect if there is any joysticl
the computer.The joystick shouldiork properly without installing any other driver or software.

Thenyou can beginto configurethe joystick settings of connecteddevices.Pleasefollow the
instructions below to enable joystick settings.

1. Select a detected joystick, if there are multiple, from the Selected joystick menu. If your joystick

is not detected, if may be defective.

2. Click Calibrate or Configure buttons to configure the joystick-related settings.

Joystick settings

Selected joystick: | [TETIET e |

[ Calibrate ] [ Configure buttons

ﬁ NOTE:

Save

A If you want to assign Preset actions to your joystick, the preset locations should be configured
in advance in the Configuration > PTZ page. In Windows, use the search function on the Start

menu to search for Game Controller.

A If your joystick is not working properly, it may need to be calibrated. Click the Calibrate button
to open the Game Controllers window located in Microsoft Windows control panel and follow the

instructions for trouble shooting.

A The joystick will appear in the Game Controllers list in the Windows Control panel. If you want to
checkout for yourdevicesgoto the followingpage:Start->ControlPanel>GameControllers.

Game Controllers

= your computer.

Inztalled game contrallers

@ These ssttings help you configure the game contrallers installed on

Contraller
CH PRODUCTS IF DESKTOR CONTROLLER

Status

Add... ] ’ Remaowe ] [ Properties ]
’ Advanced... ] ’ Troubleshoat... ]




Buttons Configuration
Inthe Button Configurationwindow, the left columnshowsthe actionsyou canassignandthe right column
shows the functional buttons and assigned actions. The number of buttons may differ from different jo
Pleasdollow the stepsbelowto configureyourjoystickbuttons:
1. Choosing one of the actions and click Assign will pop up a dialog. Then you can assign this

action to a button by pressing the joystick button or select it from the drop-down list.

+ Buitons Configuration E'
Assigned Actions
Actions | Buttons  |Assigned Actions |
l-- Horme '
-~ 2oam In
- Zoorm Cut
[#-Focus
[+ Iris
- Pan Press the joystick button to assign to "Home" or
- Stop select the button from the list below.
~Patral
[+ Presat w
- Page Up
~Page Down BLtton2
- Record to AWl Button3
- Snapshot Auto Maming Buttond
S ButtonS
Assign Clear Selected Eﬂggg?
Buttons oK ] [ Cancel
| Buttong
Buttonlo Ok, | | Cancel
Buttonll
ButtonlZ

Forexample: AssigrHome (moveto homeposition)to Button 1.
2. Click OK to confirm the configuration.

¥ Buttons Configuration §|
Assigned Actions
Actions |
¥ "Home" |X|
- Home
- Zoom In
- Zoom Out)  Press the joystick button to assign to "Home" or
#-Focus select the button from the list below.
[+ Iris
Pan EETE——
- Stop
~Patrol
= Preset Click "Ck" to assign "* to buttonl
-~ Presat]
- Presetd
-~ Presatd
- Presetd “
L o K Cancel
[ Assighn Clear Selected ] |
[ (0] ] [ Cancel
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Buttons Configuration

Clickthe ConfigureButtons button, awindow will prompt asshownbelow. Pleasdollow the steps

belowto configureyourjoystickbuttons:
1. Select a button number from the Bultt

& http://192.1

& hittp://192 1686231 feetup eanfigure_buttens html

|I>=Joystick Settings

Actions: | Toggle play/pause |E|

on # pull-down menu.

Elurton:ﬁ
2
Button |3 Assigned Actions
1 g Full Screen
2 |6 Stop
3 ! Zoomiin
g
4 |9
5 ::3 Patral
B 12 Toggle play/pause
7
8
9
10
11
12 Snapshot
€ iR | B Eae e A da v ®100% -

2. Select a corresponding action, such as Patrol or Preset#.

3. Click the Assign button to assign an action to
the button. You can delete an association by
selecting a button number, and then click the

Delete button.

Repeatthe processuntil you are donewith the

configurationof all preferredactions.

The buttons you define should apar on the button list

accordingly.

4. Please remember to click the Save button
on the Client settings page to preserver your

settings.

—‘@’— Tips:

If you are not sure of the locations of each
button, use the Properties window in the Game

Controllers utility.

Settings  Test |

21|

= Macally Airstick properties

Test the game contoller. I the controlier is not funcioning propeily. i may
need o be calbiated. Tocaibrate i. go to the Seftings page

B 5

= These settings help pou configure the game controlers installed on -
@ynul compL:
Installed game contollers
Contraller [ Stahes
Macaly AirStick ak
Khwis /7 Awis Sid.
Add | Remove | Puopeties | O0DDP
Advanced, Troubleshoot,
|

Point of View Hat |

O

0K

Cancel |

fety |

[@ htto//192.168.6.231/eeTupleonRgure Do (ol |

Button:

Button

=T TR L T S R N Ry

[T —
[LC R

@ FE

Stop streaming
Snapshot

Full Screen

Start'stop recording
Pan

Patrol

Stop

Zoom in

Zaoom out

Digital output on/off 1
Digital output on/off 2
Digital output onfoff 3
Digital output on/off 4
Manual trigger on/off 1
Manual trigger on/off 2
Manual trigger onfoff 3
Preset 1

Preset 2

Preset 3

Preset 4

Preset 5

Preset g

Preset7

Preset 8

Preset9

Preset 10

Preset 11

Preset 12

Preset 13

ararm

| £ http:#/192.168.6.231 /setup/configure_buttons.htm|

>Joystick Settings
Actions: | Toggle play/pause -
Togale playlpause -

Assign

Delete




Configuration

Click Configuration on the main page to enter the camera setting pages. Note that only
Administrators can access the configuration page.

VIVOTEK provides an easy-to-use user interface that helps you set up your network camera
with minimal effort. In order to simplify the user interface, detailed information will be hidden
unless you click on the function item. When you click on the first sub-item, the detailed
information for the first sub-item will be displayed; when you click on the second sub-item, the
detailed information for the second sub-item will be displayed and that of the first sub-item will
be hidden.

The following is the interface of the main page:
VIVOT=K

Home [elolii[lI-1 8 Language

System > General settings

System
General settings Host name: FD9383-HTV
Homepage layout [CJ Tum off the LED indicator
Logs
Audit Log System time
Parameters Time zone:
Maintenance GMT-08:00 Las Vegas, San Francisco, Vancouver v

Enable daylight saving time
Starting time:
Ending time:
@ Keep current date and time
P1Z (O Synchronize with computer time
(O Manual

Event
(O Synchronize with NTP Server

Applications

Recording

Storage

Version: 1.2303.43.01g

Eachfunctionon the configurationlist will be explainedn the followingsections.

The NavigationArea provides accessto all different views from the Home page (for live viewing),
Configuration page, and multi-language selection.
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System > General settings

This section explains how to configure the basic settings for the Network Camera, such as the
host name and system time. It is composed of the following two columns: System, and System
Time. When finished with the settings on this page, click Save at the bottom of the page to

enable the settings.

System

System

Host name: Mega-Pixel Network Camera

[0 {Turn off the LED indicator

Hostname Entera desirednamefor the Network CameraThetext will be displayedat the top of the
mainpage,andalsoon the view cellsof the ST750land VAS Thanagemensoftware.

Turn off the LEDndicators If you do not want others to notice the network camera is in operation, you
select this option to turn off the LED indicators.
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System time

System time

Time zone:
GMT-08:00 Las Vegas, San Francisco, Vancouver v
Enable daylight saving time
Starting time
Ending time:
(O Keep current date and time
() Synchronize with computer time
() Manual
(@ Synchronize with NTP Server
Server1 | time1.google.com
Server 2 time2_google.com
NTP Server Address ~ Server3 time3.google.com
Server 4 0.pool.ntp.org
Server 5 1.pool.ntp.org

Updating interval: | Auto v @®

Enable daylight saving tim&urn on to better use of the longer daylight during the summer.

Keep current date and timeSelect this option to preserve the current date and time of the Network Can

¢CKS bSGg2N] [/ I Yiboetla@kimaiktsins Séldate and thide evien whbe power of the

system is turned off.

Synchronizewith computer time: Selectthis option to synchronizethe date and time of the Network

Camerawith the localcomputer.Theread-only date andtime of the PCis displayedasupdated.

Manuat The administreor can enter the date and time manually. Note that the date and time format are

[yyyy/mm/dd] and [hh:mm:ss].

Synchronize with NTP servéyssign the IP address or domain name of the t®ever. Leaving the text box
blank connects the Network Camera teettefault time servers. The precondition is that the camera mus

have the access to the Internet.
Updateinterval Selectto updatethe time usingthe NTPserver onanhourly,daily,weekly,or monthly
basis.

Time zone : Select the appropriate time zone from the list. You can scroll down on the Time zone menu to
find the Customize option and use the POSIX TZ variables. For example, http://www.gnu.org/software/
libc/manual/html_node/TZ-Variable.html.

Time zone:
Customize

POSIXTZ. WGT3

le

Enable daylight saving time
Starting time:

Ending time:

Here are some examples for TZ values, including the appropriate Daylight Saving Time and its
dates of applicability. In North American Eastern Standard Time (EST) and Eastern Daylight
Time (EDT), the normal offset from UTC is 5 hours; since this is west of the prime meridian,
the sign is positive. Summer ti me begins on
November 6s fir st ESWH5EDTEM3.2.82M12.1.020 a m.
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http://www.gnu.org/software/
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Israel Standard Time (IST) and lIsrael Daylight Time (IDT) are 2 hours ahead of the prime
meridian in winter, springi nghufday(veaondhe fastFrilag u r
on or after March 23), and falingback on Oct ober 6s | ast Sunday.
IST-2IDT,M3.4.4,M10.5.0

WesternArgentina Summer Time (WARST) is 3 hours behind the prime meridian all year. Thereisad
fall-back transition on December 31 at 25:00 daylight saving time (i.e., 24:00 standard time |@&tjuiva
January 1 at 00:00 standard time), and a simultaneous sjoimgard transition on January 1 at 00:00
standard time, so daylight saving time is in effect all year and the initial WART is a placeholder.

The format is TZ = local_timezone,date/time,date/time.
Here, date is in the Mm.n.d format, where:

Mm (1-12) for 12 months
n (1-5) 1 for the first week and 5 for the last week in the month
d (0-6) O for Sunday and 6 for Saturday

CST6CDT is the name of the time zone

CST is the abbreviation used when DST is off

6 hours is the time difference from GMT

CDT is the abbreviation used when DST is on
,M3 is the third month

.2 is the second occurrence of the day in the month
.0 is Sunday

/2 is the time

,M11 is the eleventh month

.1 is the first occurrence of the day in the month
.0 is Sunday

/2 is the time

The minimum specifier is down to the hour.



System > Homepage layout

This section explains how to set up your own customized homepage layout.

General settings
This column shows the settings of ydiamepagdayout. You can manually select the backgmumthis

preview field. The following shows the homepage using the default setind$ont colorsin Theme
Options(the secondtab on this page).Thesettingswill be displayedautomatically

General settings | | Theme options

VIVOT=K FD9383-HTV

Video stream

¥ Manual triggers: \ - .
0 2ln)[e] o] ][]

[[] Hide Powered by VIVOTEK

y Hide Powered by VIVOTEK: If you check this item, it will be removed from the homepage.

Logograph
Hereyou canchangethe logothat is placedat the top of yourhomepage.
Logo graph
@ Default () Custom
VIVOT=K

Logo link: ' http://www.vivotek.com

Customized button
Show manual trigger button

Save

Followthe stepsbelowto uploadanewlogo:

1. ClickCustomand the Browse field will appear.

2. Select a logo from your files.

3. ClickUploadto replacethe existinglogowith anew on.
4. Enterawebsitelink if necessary.

5. ClickSaveto enablethe settings.

Customizedbutton
If youwant to hide manualtriggerbuttonson the homepagepleaseuncheckthisitem. Thisitemis checked

by default.

Customized button

Show manual trigger button
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Theme Options
Hereyou canchangethe color of yourhomepagdayout. Thereare three typesof presetpatternsfor you to

choose fromThe new layout will simultaneously appear in freviewfiled. Click Saveto enable the
settings.

General settings | Theme options

VIVOT=K FD9383-HTV — T e

Font Color
Background Color of the
Control Area ¥ Manual triggers:
Font Color of
Digital output: [0n]c
the Configuration Area lgital output: [Qplgg)

Background Color of the
Configuration Area

o2lnj(e][o]« |Bwl¥c]

—— Background Color of
the Video Area

Themes Color |
Font color: #121212 Frame Color
ont color of configuration area: #FFFFFF
® F f
Font color of video title: #121212
o [ ] Bk color of control area: #EBEBEB
Bk color of configuration area:
Preset patterns — . -
— Bk color of video area: #FFFFFF
O  Custom Frame color: #FFFFFF

Save

General settings | | Theme options

VIVOT=K FD9383-HTV

Video stream
# Manual triggers:

Digital output: | on| Of

Powered by VIVOTEK

General settings | Theme options

SO P

VIVOT=K FD9383-HTV

Video stream

Manual triggers:

Digital output:

Powered by VIVOTEK




y Follow the steps below to set up the customized homepage:

1. Click Custom on the left column.

2. Click the field where you want to change the color on the right column.
Color

Themes

L]
 —

=
1
-

Custom

ColorSele

Custom F ®

Font color:

Font color of configuration area:
Font color of video title:

Bk color of control area:

BK color of configuration area:
Bk color of video area:

Frame color:

3. The palette window will pop up as shown below.

Saturation:

Value:

4] .

#FFFFFF

]

\Walue: lgﬂ )

ol [#23538A
Red: F
Green: [83

Blue: [r
Hue: P12—

Saturation: L

4. Drag the slider bar and click on the left square to select a desired color.
5. The selected color will be displayed in the corresponding fields and in the Preview column.

6. Click Save to enable the settings.
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System > Logs

This section explains how to configure the Network Camera to send the system log to a remote
server as backup.

Log server settings
Log server settings

Enable remote log
IP address:

port: 514

Followthe stepsbelowto setup the remotelog:

1. Select Enable remote log.
2. In the IP address text box, enter the IP address of the remote server.
2. In the port text box, enter the port number of the remote server.
3. When completed, click Save to enable the setting.
You can configure the Network Camera to send the system log file to a remote server as a log backup
utilizing this feature, it is suggested that the user install artaprding tool to receive system log message
from the Network Camera. An exarepb Kiwi Syslog Daemon. Vigip://www.kiwisyslog.com/kiwi-syslog
daemonoverview/.
o = ]
00y tinsvluson |
System log

System log | | Access log | | Set parameter log | VADP log

Jul 10 10:43:17 syslogd 1.5.0: restart.

Jul 10 10:43:18 [WENC]: Fixed-Iris! A
Jul 10 10:42:18 MOD: [System_Shmeminit] 3 sectors detected

Jul 10 10:43:19 MOD: [System_Init] MOD (1.0.5.11) initialized

Jul 10 10:43:20 [WENC]: Failed to open /etc/conf.dfimage_cfos/cONSPISP_GTR_1P.cfg
Jul 100 10:43:20 [swatchdog): Ready to watch hitpd.

Jul 10010:43:21 [swaichdog)]: Ready to watch recorder.

Jul 10010:42:22 [swalchdog]: Ready to watch websocketserver.

Jul 10 10:43:22 MOD: [control_end] unrecognized value freeslot, bracket output
Jul 10 10:42:22 MOD: [System_Processinput] Generic error

Jul 10 10:43:22 MOD: [control_end] unrecognized value freeslot, bracket output
Jul 100 10:43:22 MOD: [System_Processinput] Generic error

Jul 100 10:43:22 MOD: [control_end] unrecognized value freeslot, bracket output
Jul 10 10:43:22 MOD: [System_Processinput] Generic errar

Jul 1010:43:22 MOD: [control_end] unrecognized value freeslot, bracket output
Jul 10 10:43:22 MOD: [System_Processinput] Generic error

Jul 10 10:43:22 MOD: [control_end] unrecognized value freeslot, bracket output
Jul 10 10:43:22 MOD: [System_Processinput] Generic errar

Jul 100 10:43:22 MOD: [control_end] unrecognized value freeslot, bracket output
Jul 100 10:43:22 MOD: [System_Processinput] Generic error

Jul 10010:43:22 [WENC]: Day mode

Jul 10 10:42:22 [swatchdog]: Ready to watch vencslave3.

Jul 10 10:42:22 [swatchdog): Ready to watch risps.

Lol 40 AN A473-74 Truaend trhAmnds Dande fnoweade b oneeelaeed

Thiscolumndisplaysthe systemlog in a chronologicalorder. The systemlog is stored in the Network
/ I Y S bliffeRateaandwill be overwritten whenreachinga certainlimit.



You can install the included VAST recording software, which provides an Event
Management function group for delivering event messages via emails, GSM short

messages, onscreen event panel, or to trigger an alarm, etc. For more information, refer to
the VAST User Manual.

v .

) P
® Wt ) eSO

I

Smartphone

Cell phone GSM Server with \l

Short message Modem VAST Recording Software

AN
» 8

Deterrent

Digital output P17
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Access log

save

Systermn log | | Access log || Set parameter log | VADP log

Jan 5 11:36:28 [RTSP SERVER]: Start one session, IP=172.16.2.52
Jan 5 11:49:15 [RTSP SERVER]: Start one session, IP=192.168.4.105
Jan 5 13:11:20 [RTSP SERVER]: Start one session, IP=192.168.4.105

Access log displays the access time and IP address of all viewers (including operators and administra
OKNRyYy2f23A0Ff 2NRSNXY» ¢KS | O00Saa 23 A &ovarurtenB R
when reaching a certain limit.

Set Parameter log
VADP log contains the history of changes made to system parameters such as recording, imaging pat
and all other parameters.

VADP log
VADPIog containsthe information for the onboad VADPpackagesjncludingmemory usage, module
load and unload information.

System log | | Access log | | Set parameter log | | VADP log

Jan 14 20022:30 VADPY: Jan 14 20:22:30 [WADFP): File system disk space usage Jan 14 20:22:30

MWADP): Filesystem Size  Used Available Use% Mounted on Jan 14 2002230 [VADP]: )
ubi1-flashis2 323M 42M 26.4M 14% imntflash2 Jan 14 20022230 [VADP]:
""""""""""""""" Jan 14 20:22:30 [WADF]:  Start to upgrade preload package

Jan 14 2002230 [VADP], st s s s Jan 14 2002230 DVADP]: Preload

package Size: 3.2M Jan 14 20:22:32 MWADFP): Untar package Size: 6.9M Jan 14 20:22:32 PVADPI:
Trend Micro loT Security Preload Package Version: 1.1b.a1.7.5 Jan 14 20:22:41 [WVADP]: Update
configuration... Jan 14 20:22:42 [WADP]: Jan 14 20:22:42 VADP]: Trend Micro loT Security is
stopped Jan 14 20:22:43 [VADP]: File system disk space usage Jan 14 20:22:43 [VADP]: Upagrade

Filesystem Size  Used Available Use% Mounted on Jan 14 20:22:43 [MADP]: Before
ubi1:flashfs2 323 1AM 295M 3% /mntfflash2 Jan 14 20022:43 [VADP]: After
ubi1-flashis2 323 6.0M  24.6M 20% /mntfflashz Jan 14 20:22:43 MADP]: File space

usage: Jan 14 20:22:43 [WADP]: Upgrade Size  Path Jan 14 20022:43 [WADP]: Before 0.Jan 14
20:22:43 WADP]: After  6.9M  /mntflash2ivadp/ Jan 14 20:22:43 WADP]: Upagrade preload
Trend Micro loT Security package successfully Jan 14 20:22:43 MMADP]: Jan 14 20:22:43 NADP]:
Preload package Size: 1.0M Jan 14 20:22:43 [WMADP]: Untar package Size: 2.3M Jan 14 20:22:44
["ADF]: Stratocast Preload Package Version: 1.1b.a1.4.2 Jan 14 20:22:50 [WADF): Update
configuration... Jan 14 20:22:57 [WADF]: Jan 14 20:22:57 [WADP]: File system disk space usage

Jan 14 2002253 [WADP]: Upagrade Filesystem Size Used Availlable Use% Mounted on
Jan 14 20:22:53 WADP]: Before ubil:flashfs2 323 50OM 25.8M 16% /mntflashz2
Jan 14 20:22:53 WADP]: After  ubit:flashfs2 323M 65M 2400 21% /mntflashz Jan

14 20:22:58 WADF]: File space usage: Jan 14 20:22:528 [WADP]: Upgrade Size PathJan 14
20:22:58 [VADP)]. Before 0Jan 14 20:22:53 WVADP]: After  23M  /mniflash2fvadp/1 Jan 14
20:22:58 [WADP]: Upgrade preload Stratocast package successfully Jan 14 20:22:58 [WADP]: Jan

14 2002258 [VADRP], #rs s s s s s Jan 14 20:22:58 [WADF]:  Upgrade
preload package end Jan 14 20:22:53 [VADP] = i e s A s Jan 14

20:22:58 [WADRP): File system disk space usage Jan 14 20:22:53 [VADP]: Filesystem Size v
Used Available Use% Mounted on Jan 14 20:22:528 NWADPI: ubit:flashfs2 323M B.5M




System > Audit Log

This section shows the login (no matter if successful) record of all users.

VIVOT=K

Home Wl iGN 1GLE Language

System > Audit Log

Log server settings

General settings Max record size: 64 Kbytes [64~512]
Homepage layout
Logs l Export J l Save J
Number of records: 156
Audit Log A
i User i
CS—— Time Event b P Detail
iamienance 2024-04-09T10:16:20+0800 User_Login root 10135554 [ Allow acosss HTIR
2024-04-09T10:02:31+0800 User_Login root 10435554 [ Alowacoess HTTR
2024-04-09T09:42:32+0800|  User_Login root 10.1355.156 | Allow access HTTP
Part of the content
is covered because
2024-04-09T00:30:38+0800] Overwrite_AuditLog the space usage
has reached the
P1Z upper limit
2024-04-09T00:30:38+0800]  User_Login root {0435.554 | Algw sccess HITE
Event
2024-04-09T09:03:49+0800)  User_Login root foas56e  |Alwacces HIIE
Applications
2024-04-09T08:51:28+0800]  Control_ePTZ 10.135.5.54
Recording 2024-04-09T08:51:26+0800|  Control_ePTZ 10.135.5.54
Storage 2024-04-09T08:51:25+0800|  User_Login root 10135554, | Alow scosss HEIR

2024—04-09T07:46:35+080 10:935.5:156¢ | AW ac0ass HYTE

2024-04-09T04:23:10+0800 User_Login root 10.1355.156 || Allow access HTTP

service
2024-04-09T00:59:42+0800|  User_Login root 1043535456, | Allowdccess HyTE
2024-04-08T21:38:03+0800]  User_Login root 10.135.5.156 || Allow access HTTP |

Version: 1.2303.43.01g




System > Parameters

The View Parameters page lists the entire s y s t eand@meters. If you need technical
assistance, please provide the information listed on this page.

Parameters

system hostname='FD9391-EHTV-v2' ~
system ledoff='0"

system lowlight='1l"

system date='2023/01/18"

system time='16:04:27"'

system datetime=""

system ntp=""

system daylight enable='0"'

system daylight auto begintime='Not Support'

system daylight auto endtime='Not Support'

system daylight timezones=',-360,-320,-280,-240,-241,-200,-140,-121
system updateinterval='0"'

system info modelname='FDY9391-EHTV-v2'

system info extendedmodelname='FD9381-EHTV-v2'

system info serialnumber='02E76843C172"

system info firmwareversion='FD9391 v2-VVTK-1.2201.37.01le’
system info language count='10"

system info language i10="English'

system info language il='Deutsch'

system info language 12="Espafiol'

system info language i3='Francais'

system info language id4='Italiano'

system info language i5='HAZE'

system info language i6='Portugués'

system info language i7='fAI{&FR=7"

system info language i8="%S¢jrh<y!

system info language 19='Pyccrui'

system info language 110=""'

system info language ill=""'

system info language 112=""'

mrrmtb e G T e e e S 1211

< >



System > Maintenance

This chapter explains how to restore the Network Camera to factory default, upgrade firmware
version, etc.

General settings > Upgrade firmware

Upgrade firmware

Select firmware file: [ Upgrade ]

This feature allows you to upgrade the firmware of your Network Camera. It takes a few minutes to co
the process.

Note: Do not power off the Network Camera during the upgrade!
Followthe stepsbelowto upgradethe firmware:

1. Download the latest firmware file from the VIVOTEK website. The file is in .pkg file format.

2. Click Br o ws &nd locate the firmware file.

3. Click Upgrade. The Network Camera starts to upgrade and will reboot automatically when the upgrade
completes.

If the upgradeis successfulyouwill seed w S osgseinnow!! Thisconnectionwill O f 2 Aftréaha, re-
accesshe Network Camera.

Thefollowingmessages displayedwvhenthe upgradehassucceeded.

Reboot system now!!
Thisconnection will close.

Thefollowingmessages displayedvhenyouhaveselectedanincorrectfirmwarefile.

' N\
Starting firmware upgrade...
Do not power down the server during the upgrade.
The server will restart automatically after the upgrade is
completed.
This will take about 1 - 5 minutes.
Wrong PKG file format
Unpack fail

S J

General settings > Reboot

Reboot

Thisfeature allowsyouto reboot the Network Camerawhichtakesaboutone minute to complete.When
completed,the live videopagewill be displayedn your browser.Thefollowingmessagewill be displayed
during the reboot process.

The device is rebooting now. Your browser will reconnect to hitp:M192.168.5.151:80/
Ifthe connection fails, please manually enter the above IP address in your browser.

If the connectionfails after rebooting, manually enter the IP addressof the Network Camerain the
addresdield to resumethe connection.
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General settings > Restore
Restore

Restore all settings to factory default except settings in

[] Network [ ] Daylightsaving time [ | Custom language [ | WADF [] Focus posifion

‘ Restore |

Thisfeature allowsyouto restorethe Network Camerao factory defaultsettings.

Network Select this option to retain the Network Type settifgease refer to Network Type
Daylight SavingTime Selectthis option to retain the Daylight SavingTime settings (pleaserefer to
Import/Export files below on this page).

CustomLanguageSelecthis option to retain the CustomLanguagesettings.

VADPRetainthe VADRAnodules(3rd-party softwarestoredon the SDcard)andrelated settings.
Focugosition Retainthe lensfocuspositionusingthe previouslysavedpositionparameters.

If none of the optionsis selected all settingswill be restoredto factorydefault. Thefollowingmessages
displayed during the restoring process.

The device is rebooting now. Your browser will reconnect to hitp:i1982.168.5.151:.80/
Ifthe connection fails, please manually enter the above IP address in your browser.

Import/Export files

Thisfeature allowsyou to Export/ Update custom languagefile, configurationfile, and server status
report.

General settings | | Import/Export files

Export files

Export language file

Export configuration file

Export server status report

Upload files

Update custom language file:
Upload configuration file:

Browse...



Exportlanguagefile: Clickto export languagestrings VIVOTEKrovidesnine languages English, Deutsc
Espafiol, Francais, Italiane A , Portugués, , and Mn .

Updatecustomlanguagdile: Click. NE ¢ anfispecifyyour own customlanguageile to upload.Export
configuraton file: Click to export all parameters for the device and ebefined scripts.

Update configuratin file: Click NP ¢ # Spdate a configuration file. Please note that the model and
firmware version of the device should be the same as the configuration file. If you have set up a fixed
other special settingsof your device, it is not suggested to update a configuration file.

Export server staus reporClick to export the current server status report, such as time, logs, parametel
processstatus,memorystatus,file systemstatus,network status,kernelmessage.. andsoon.

~ ! ~ -

-@- Tips:

A If a firmware upgrade is accidentally disrupted, say, by a power outage, you still have a last resort
methodto restorenormaloperation.Seethe followingfor howto bringthe camerabackto work:
Applicablescenario:

(a) Power disconnected during firmware upgrade.
(b) Unknown reason causing abnormal LED status, and a Restore cannot recover normal working
condition.
Youcanusethe followingmethodsto activatethe camerawith its backupfirmware:

(a) Press and hold down the reset button for at least one minute.

(b) Power on the camera until the Red LED blinks rapidly.

(c) After boot up, the firmware should return to the previous version before the camera hanged. (The
procedure should take 5 to 10 minutes, longer than the normal boot-up process). When this
process is completed, the LED status should return to normal.
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Media > Image

This section explains how to configure the image settings of the Network Camera. It is
composed of the following columns: General settings, IR control, Image settings, Exposure,
Focus, and Privacy mask. The Focus window is available only for models that come with
motorized lens.

General settings | | Overlay settings | | llluminators | | Image settings | | Exposure | Focus

Privacy mask | Pixel calculator

Video settings

Color: () BW (@) Color
Power line frequency: ()50Hz @60Hz
Video orientation: [C] Flip [] Mirror

] Rotate

Font settings

Video font ( itf): Default v Upload

Day/Night settings
Switch to B/W in night mode
IR cut filter: Auto mode v
Darkest Brightest

Day/Night sensitivity: L

Select auto mode will disable profile of exposure settings.

Save

General settings

Color. Selecto displaycoloror black/whitevideostreams.

Power line frequencySet the power line frequency consistent with local utility settings to eliminate imag
flickering associated with fluorescent lights. Note that after the power line frequency is changed, you n
disconnectand reconnect the power cord of the Network Camera in order for the new setting to take ef




Video orientation Flip- vertically reflect the display of the live video; Mirrdnorizontally reflect the display
of the live videoSelect both options if the Network Camera is installed updimen (e.g., on the ceiling) to
correct the image orientation. Please note that if you have preset locations, those locations will be cle:
after flip/mirror setting.

Rotate -

Normal Flip Mirror Rotate 90°

[VRotate  gg [+ Degrees » - ™ clockwise
L] L] —

Therotation hereindicatesclockwise \/[( M
rotation. Rotation can be appliadith []
flip, mirror, andphysicallensrotation .
(see below) settings to adapt to different \/{

mounting locations.
Thefiguresin the illustration are shown
Inaconsecutiveorder.

L]

N
0

D32 DI

The camera may be installed on a vertical, gaitBng, or tilted surface in order to accommodate the interi
or exterior design of a building. The interior of a building can be shaped as a narrow rectangular space
as a corridor. The conventional HD image, such as that of a 16:9 aspect ratio, will be incongruous witt
wide horizontal view. With video rotatig the camera can more readily cover the field of view on a tall ar
narrow scene.

Day/Night settings
Switch to B/W in night mode
IR cut filter: Auto mode [v]

Darkest Brightest

Day/Night sensitivity \J

Day/NightSettings

Switchto B/W in night mode
Selectthis to enablethe Network Camerato automaticallyswitch to Black/White during night mode.
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IRcut filter
With a removablelR-cut filter, this Network Cameracan automaticallyremove the filter to let Infrared
light pass into the sensor during low light conditions.

y Auto mode (The Day/Night Exposure Profile will not be available if Auto mode is selected)
TheNetwork Cameraautomaticallyremovesthe filter by judgingthe levelof ambientlight.

y Day mode
In day mode, the Network Cameraswitcheson the IRcut filter at all timesto blockinfrared light
from reachingthe sensorsothat the colorswill not be distorted.

y Night mode
In night mode, the Network Cameraswitchesoff the IR cut filter at all times for the sensorto
acceptinfraredlight, thus helpingto improvelow light sensitivity.

y Synchronize with digital input

If anexternal IR device is connected that comes with its own light sensor, you can use a digital input fr
to trigger the IR cut filter. Doing so can synchronize the detection of light level between the camera an
external IR device.

y Schedule mode

The Network Camera switches between day mode and night mode based on a specified schedule. Enr
start and end time for day mode. Note that the time format is [hh:mm] and is expressedhawz4lock
time. By default, the start and end time of day neodre set to 07:00 and 18:00.

Sensitivityof IR cuffilter

Tunethe responsivenesef the IRfilter to lightingconditionsasLow,Normal,or High.

Whencompletedwith the settingson this page,clickSaveto enablethe settings.



Overlay settings

Decide if and how to displaymestampsand customized text in different video streams.
Positionof timestampand videotitle onimage Selectto displaytime stampand videotitle on the
top or at the bottom of the videostream.

Timestampandvideotitle font size Selecthe font sizefor the time stampandtitle.

General settings | | Overlay settings | | llluminators | | Image settings | Exposure | Focus

| Privacy mask | | Pixel calculator

¢

Stream1 | Stream2 | Stream3

Overlay =
= Settings for overlay1

Enable

Text type: Customized v (Help)

Text string: Factory

Position: Upper leit v

Font size: 30 o

Font color [ me v

= e —— noL Y
llluminators

Turnon built-in IRilluminator in nightmode
Selectthis to turn on the O Y S Nidbd@d IR illuminator when the cameradetects low light condition
and enters the night mode.

Turnon externallRilluminatorin nightmode
SelectwhichDO(digitaloutput) you useto triggeran externallRilluminator.

Anti-overexposure

When enabled, the camera automatically adjusts theridjection to adjacent objects in order tavoid over
exposure in the night mode.

SmartlR
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Brightobject Whenenabled the cameraautomaticallyadjuststhe IRprojectionto adjacentobjects

in orderto avoidover-exposuren the nightmode.

Objectof interest Thisrequiresyou to configureon the SmartVCA Pleaseopenthe SmartVCA
featureon the Applicationpanel.

The SmartIRfunction is more beneficialwhen the spot of intrusionsor an object of your interest is close
to the lens and the IRghts. For example, if an intruder has a chance of getting near the range of 3 met
Smart IR can effectively reduce the cxexposure. For a surveillance area at a greater distance, e.g., 5
meters or farther away, the Smart IR function may not bringi@sificant benefits as in close range.

SmartlR disabled; distancé&M SmartlR enabled; distanc&M

SmartIR disabled; distanc8M SmartIR enabled:; distanc&M




-‘@’- Tips:
If there is an object in close proximity, the IR lights

refl ected back from it «

calculation of light level. To solve this problem, you
can pl ace an AEXpoOSur ean
unavoidable object in the Exposure setting window.

You can also configure the i Ex p o sEwrcd u
window in a night mode i
day time setting is not affected.

General settings | | Illuminators | | Image settings | Exposure | | Privacy mask

Add inclusive window | [ Add exclusive window

Normal light mode | | Profile mode

Enable to apply these settings at A

(@ Nightmode (7) Schedule mode

Exposure strategy

Measurement window: ~ (OFullview @ Custom  (OBLC OHLC

Exposure control

Exposure level: 0o [v]
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Image settings
Onthis page,you cantune the White balanceand Imageadjustment.

VIVOT=K

Home Client settings NeLLUFTTFUETIE Language
Media > Image

Goneral settings  llluminators | Imago sottings | Exposure  Focus | Privacy mask  Pixel

calculator
e E=)

Audio
Media profiles

Network

Security

P1Z
Event
Applications.

Recording

SensoiSetting2:
Forspeciakituations
SensoiSettingl:
Fornormal situations

Storage

Normal light mode | | Brofile mode
White bal
ite balance 5
Auto v]
Image adjustment
Brightness:

Contrast:

Saturation:

(o o 3l 3
§

Sharpness:

.....

White balance Adjustthe valuefor the bestcolortemperature.
y You may follow the steps below to adjust the white balance to the best color temperature.

1. Place a sheet of paper of white or cooler-color temperature color, such as blue, in front of the
lens, then allow the Network Camera to automatically adjust the color temperature.
2. Click the On button to Fix current value and confirm the setting while the white balance is being

measured.

y You may also manually tune the color temperature by pulling the RGain and BGain slide bars.
ImageAdjustment
y Brightness: Adjust the image brightness level, which ranges from 0% to 100%.

y Contrast: Adjust the image contrast level, which ranges from 0% to 100%.
y Saturation: Adjust the image saturation level, which ranges from 0% to 100%.
y Sharpness: Adjust the image sharpness level, which ranges from 0% to 100%.

Yy Gamma curve: Adjust the image sharpness level, which ranges from 0.45 to 1, from Detailed to
Contrast. You may let firmware Optimize your display or select the Manual mode, and pull the
slide bar pointer to change the preferred level of Gamma correction towards higher contrast or
towards the higher luminance for detailed expression for both dark and lighted areas of an image.

Thisoptionisdisabledvhenthe WDRfeatureisenabled.

Defog Defoghelpsimprovethe visibility quality of capturedimagein poor weatherconditionssuch

as smog, fog, amoke.



Noisereduction
Yy Enable noise reduction: Check to enable noise reduction in order to reduce noises and flickers
in image. This applies to the onboard 3D Noise Reduction feature. Use the slide bar to adjust
the reduction strength. Note that applying this function to the video channel will consume system
computing power.
3D Noise Reduction is mostly applied indiaght conditions. When enabled in a ldight condition withfast
moving objects, trails of aftemages may occulou may then select a lower strength level or disable the

function.

Lensdistortion detection

y Strong light sources will be masked from the scene, and the image contrast will be strengthened.
Thisfunctionisusefulto preventthe spotlight effectsin a highdynamicscene.

Falsecolor maybe observedaroundthe edgesof stronglight sources.

Enabledigitalimagestabilizer

If you experienceproblemssuchasvibrationon a pole mount, try enablethe imagestabilizer.

InH

Note that thePreviewbutton has been cancelled, all changes made to image settings is dir@stgwn on
screen.Youcan click Restoreto recall the original settingswithout incorporatingthe

changes When completedwith the settingson this page,clickSaveto enablethe setting. You can also
click onProfile modeto adjust all settings above in a tabbed window for special ligldorglitions.

Normal light mode | | Profile mode

Enable to apply hese settings at ~

® Mightmode () Schedule mode

Enable to apply these settings &elect the mode this profile to apply to: Day mode, Night mode, or
Schedule mode. Please manually enter a range of time if you choose the Schedule mode. Th8awtiec}
take effect.

Highlightmask

y Strong light sources will be masked from the scene, and the image contrast will be strengthened.
Thisfunctionisusefulto preventthe spotlight effectsin a highdynamicscene.

Falsecolor maybe observedaroundthe edgesof stronglight sources.

Scenanode:image sharpener for motion blur

When enabled,shutter time will be fixedto 1/120 secondto reduceimagesmear.Thisfeature isdesigned
to apply with human movementat the pace of 1.4~2.2m/s.The image sharpener for motion blur
functionis related to Motion detection where motiealerted pixls need to be suppressed in order to
increase the accuracy of motion detection. In certain conditions, shadows or light changal canse false
alarms in motion detection.

Theimage sharpener for motion bldunction usesthe samedetectionwindow asthat of the Motion
detection.
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Exposure

On this page, you can set the Exposure measurement window, Exposure level, Exposure mode, Expc
time, Gaincontrol,and Day/Nightmode settings.Youcanconfiguretwo setsof Exposure settings: one for
normal situations, the other for special situations, such as the day/night/schedodk.

Sensor Setting 2:
For special situations

Sensor Setting 1:
For normal situations

Exposurestrategy

VIVOT=K

Home Client settings Rell(FIEELE  Language

Media > Image

System
General settings  Illuminators | Image settings | Exposure | Focus | Privacy mask | Pixel

Media calculator
ioin B
Video
Audio

Media profiles

Network

Security

PTZ

Event

Applications

Recording

Storage

Normal light mojle | Profile mode

Exposure strategy A

Measurement window: (@ Fullview (O Custom (O Center

Metering mode: (® Auto OBLC QHLC
Exposure control

Exposure level: o [v]

Exposure mode: Auto  [v]

Iris mode: Outdoor| v |

AE speed adjustment v

Restore Il save

Version: 1.2201.37.01e

Measurement window This function allows users to set measurement window(s) for low light compens
For example, where lowght objects are posed against an extremely bright background. You may want
exclude the bright sunlight shining through alding's corridor.

y Full view: Calculate the full range of view and offer appropriate light compensation.

y" Custom: This option allows you to manually add customized windows as inclusive or exclusive
regions. A total of 10 windows can be configured. Please refer to the next page for detailed

illustration.

y Auto: Firmware automatically determines an optimal exposure level.



¢tKS AyOftdzaADS gAYR2¢6 NBTFSNE (2 (KS GGOASTAYRKNESRR ¢
adopts the weighted averages method to calculate the value. The inclusive windows have a higher pri
You can overlap these windows, and, if you place an exclusive window within a larger inclusive windo
exclusive part of theverlapped windows will be deducted from the inclusive windéw.exposure value wi
then be calculated out of the remaining of the inclusive window.

Include X

- Weighted region

Exclude ¥

- Ignored region

[ Add inclusive wmdowj [ Add exclusive windoww

Measurement window

@ Fullview @ Custom () BLC

y Center: Use the center portion of the screen to determine the exposure level.

Metering mode:
y Auto: Lets firmware automatically detect the exposure measurement.

y BLC (Back Light Compensation): This option will automatically add a i we i grhé& g idrothef
middleof the windowandgivethe necessaryight compensation.

y HLC: (Highlight Compensation). Firmware detects strong light sources and compensates on
affected spots to enhance the overall image quality. For example, the HLC helps reduce the
glares produced by spotlights or headlights.
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Exposureontrol:

y Exposure level: You can manually set the Exposure level, which ranges from -2.0 to +2.0 (dark
to bright). You can click and drag the semi-circular pointers on the Exposure time and Gain
control slide bars to specify a range of shutter time and Gain control values within which the
camera can automatically tune to an optimal imaging result. You may prefer a shorter shutter
time to better capture moving objects, while a faster shutter reduces light and needs to be
compensated by electrical brightness gains.

y Exposure mode: (available when WDR Pro is disabled)

You can click and drag the seanicular pointers on th&xposure timeand Gain controlslide bars to spafy
a range of shutter time and Gain control values within which the camera can automaticallly tune to an
optimal imaging result. You can also configure the iris size to cotttechmount of light. For example, you
may prefer a shorter shutter time toetter capture moving objectsyhile afastershutterreducedightand
needsto be compensatedy electricalbrightnessgains.

y Iris mode: Select Indoor or Outdoor as your application scene.

Y Flickerless: Under some circumstances when there is a difference between the video capture
frequency and local AC power frequency (NTSC or PAL), the mismatch causes color shifts or
flickering images. If the above mismatch occurs, select the Flickerless checkbox, and the range
of Exposure time (the shutter time) will be limited to a range in order to match the AC power
frequency. When selected, the exposure time will be forced to stay longer than 1/120 second.
For cameras that come with fixed iris lens, setting the exposure time to longer than 1/120 second
may introduce too much lights to the lens. Users can use this option to observe whether the
result of long exposure time is satisfactory.

y AE Speed Adjustment:

This function applies when you need to monitor fasarging lighting conditions. For example, the camer:
may need to monitor a highway lane or entrance of a parking area at night wherpasssgby with their
lights on can bring fast changesn light levels. Thesameappliesif the camera is installed aavehicle, and
when it needs to adapt to fast changes of light when entering and leaving a tunnel.

y WDR Pro:

Thisrefersto the Wide DynamicRangefunction that enablesthe camerato capture detailsin a high
contrast environment. Usethe checkboxto enablethe function, and use the slide bar to select the
strength of the WDR Pro functionality, depending on the lighting condition at the installation site. You
select a higher effect when the contrast is high (between the shaded aretharight behind the objects).

Enable WDR enhancetihis function allows users to identify more image details with an extreme contra
from an object of interest with one shadowed side against a bright background, e.g., an entfanc®y
selectthe Enale WDRenhancedcheckboxandthen adjustthe strength(low, medium, high) to reach the
best image quality.




You can clickRestoreto recall the original settings without incorporating the changes. When completed
the settings on this page, cli@aveto enable the settings.

If you want to configur@nother sensor setting for day/night/scheduieode, please clicRrofile to

open the Profileof exposuresettingspageasshownbelow.

Activated period Select the mode this profile to apply to: Day mode, Night mode, or Schedule mode. P
manually enter a range of time if you choose Schedule mode. Then Shseto take effect.

Goneral settings | | llluminators | Image settings | Exposure | Focus | |Privacy mask | | Pixel

Plasefollow the stepsbelowto setup a profile:

1. Select the Profile mode tab.

2. Select the applicable mode: Night mode or
Schedule mode. Please manually enter a range of
time if you choose the Schedule mode.

3. Configure Exposure control settings in the following
columns. Please refer to previous discussions for
detailed information.

4. Click Save to enable the setting and click Close to
exit the page.

Normal light mode | Profile mode

[] Enable to apply these settings at ~

Exposure strategy
Measurement window. @ Fullview (OCustom () Center

Metering mode: ® Auto OBLC (OHLC

Exposure control
Exposure level: 0 [v]
Exposure mode: Auto  [v]

Iris mode: Outdoor | v v

Restore ] I Save
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Focus

Focus here refers to the Remote Focus, applicable to Network Cameras that are equipped
with a stepping motor lens. The automated focus adjustment function eliminates the needs
to physically adjust camera focus. In an outdoor deployment consisting of a large number
of cameras, the auto focus function can be very helpful when these cameras become out
of focus after days or weeks of operation. And that can easily result from the effects of
natural forces, e.g., shrink and expand due to a wide range of operating temperatures and
the vibration caused by wind.

General settings  llluminators  Image settings  Exposure  Focus | Privacy mask | Pixel

calculator

Fos ([R5 [EIE

Auto Focus

[“]Full-range scan  [v] Fully-opened iris | Perform auto focus

Focus window
@® Full view

(O Custom

Below is the procedure to perform the automated Focus function:

1. Select from the bottom of the screen whether you want to perform focus adjustment on
the Full view or within a Custom focus window. You can create a custom window and
click and drag the window to a desired position on screen.

2. Itis recommended to Reset to the default back focus position of the sensor board.

3. You can use the Fully-opened iris checkbox (default) to increase the iris size for a
better focus adjustment result.

4. Click to select the Fully-opened iris or the Full-range scan buttons. When a full-range
scan is selected, a full-range scan through the camera's entire focal length can take
about 30 to 80 seconds. If not, the auto focus scan will only go through the length where
optimal focus may occur, and that takes about 15 to 20 seconds. In theory, best results
of the auto scan can be acquired when the camera's iris is fully open.



. Wait for the scan to complete. After a short while, the clearest image obtained should be
displayed and the optimal focus range achieved. Use the arrow marks on the sides to fine-tune
the focus if you are not satisfied with the results. You may still need to use the arrow marks to
finet une the focus depending on the |l ive image on
teleend; and fi<o tele to wide.

The methodology of using the Resize Buttons at the upper left corner of the streaming wintdesame
as that on the home page.

Focus window:

Bydefault,the optimalfocusisfound on a full viewwindow. Youmaydesignatea customwindow within
your current field of view to acquire the best focus out of it. However, you can not place arfocievona
distantbackgrounde.g.,a hallwaythat stretchesawayfor 3 metersor farther. Doing so you will not benefit
from the Focus window function.

y Full view: The focus tuning takes place by referring to the full view.
y Custom: You can create a focus window and drag it to a place of interest in your view window.
Note that it is recommended to use this function only when you have a solid object in your view

window that is showing a consistent color or texture. This function will not take effect if you set
the focus window on a distant background.
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Privacy mask
ClickPrivacy Masko open the settingpage. On this page, you can block out sensitive zones to address
privacy concerns.

‘ Gene| gs ‘ ‘ Illluminators ‘ ‘ Image settings ‘ ‘ Exposure [ ’ Focus ‘ ‘ Privacy mask ‘ ‘ Pixel
calcul .

Enable privacy mask
N\ i

g .
Window name

Yy To configure privacy mask windows,

1. Click New to add a new window.

2. You can use 4 mouse clicks to create a new masking window, which is recommended to be at
least twice the size of the object (height and width) you want to cover.

3. Enter a Window Name and click Save to enable the setting.

4. Click on the Enable privacy mask checkbox to enable this function.

@ NOTE:

3 Upto 5 privacy mask windows can be configured on the same screen.

31 f you want to delete the privacy mask window, p
name.



Pixel Calculator
Click theAdd button at the lower screen to create a pixel calculator window. Place your cursor on the
window to move it to an area of your interest, and change the size of window to fit the aretest.

Oncethey aredrawn,the numbersof pixelson the sidesof windowswill appear.Thisallowsyouto calculate
if your current configuration fulfills a requirement, for instance, for recognizing the fatpsrsons passing
through a location. A facial recognition usually requires around 130 pixels per
meter or Thepixelsthus calculatedarelisted atthe
allalals lower screenon aper-streambasis depending ol
General settings | llluminators = Image settings | | Exposure | | Lens configuration | Focus N . “
the frame size you configured for each video stre

Privacy mask | | Pixel calculator

Pixel calculator

Window1 (H)x(V)

Stream1: 1648x867
Stream2: 1648x867
Stream3: 549x289
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Takethe followinginto considerationwhenusingthis feature:

1. Operational requirement: Identify a human or a human face.

2. Why human face? There are less variances in the size of a face than that for limbs and body.
Human face is normally 16cm wide.

3. The recommended pixel number is, 40 to 80 for facial identification; or 100 pixels per foot
(30.48cm)

3-1. Oneexampleis a humanfacein retail.

3-2. Anotherexampleis a doorway:

If the requirement is 100 pixels per foot, to detect a person passing gir@udoor, thecamerawill haveto
cover700pixelsthroughoutthe lengthof a doorway.Thisapplicationaims to identify a subject passing
through a specific area.

4. Other factors may include that a person will move in your area of interest: The face may not
alwaysfacethe camera.

5. Details can be affected by weak lighting or the view angle. Therefore, higher the pixels, higher
the chanceyou canidentify the subject.

6. The pixel calculator visual tool looks like the following.

General settings | llluminators | | Image settings | Exposure | Lens configuration | Focus

Privacy mask | Pixel calculator

[ Add |

Pixel calculator
Window1 (H)x(V)

Stream1: 1648x867
Stream2: 1648x867
Stream3: 549x289

With the visual tool, you can estimate a coverage area, the distance from the subject, and place a rule

object of known size. You can then draw a calculator frame to cover the subject of your interest.

Thecalculatednumberswill be listed at the lower screen.Youwill then understandif the current
settingfulfills your requestsfor the numberof pixels.



Media > Video

Stream settings

Media > Video

Stream

@ 5-Megapixel (4:3) (MAX 30fps) (WDR Pro)

fitage () 4-Megapixel (16:9) (MAX 30fps) (WDR Pro)
Video () 1080P FULL HD (16:9) (MAX 60ps)

Audio

Media profiles

ThisNetwork Camerasupportsmultiple streamswith frame sizesrangingfrom 640x 320to 2560x 1920
pixels.
Thedefinition of multiple streams:
y Stream 1: The default frame size for Stream 1 is set to the 2560 x 1920.
y Stream 2: The default frame size for Stream 2 is set to the 2560 x 1920.
y Stream 3: Users can define the "Region of Interest" (viewing region) and the "Output Frame
Size" (size of the live view window).

ClickViewing Windowto open the viewing region settings page. On this page, you can configuRethien
of Interestand theOutput Frame Sizéor a video stream. Faxample, you can crop only a portion of the
image that is of your interest, and thus save the bandwidth needed to transmit the video stream. As th
picture shown below, the area of your interest in a parking lot should be the vehicles. The blue skifas ¢
value for the surveillance purpose.
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Stream | Viewing Window

Video stream :
—

Full view: 3840x2160

LERLEEH | 0.0) 2560x1520 custom | save

Note: Frame size will be changed to match region of interest.

Please follow the steps below to set up the configurable settings for a stream:

. Select a stream for which you want to set up the viewing region.

. Select a Region of Interest from the drop-down list. The floating frame, the same as the one
in the Gloabl View window on the home page, will resize accordingly. If you want to set up
a customized viewing region, you can also resize and drag the floating frame to a desired
position with your mouse.

. Choose a proper Output Frame Size from the drop-down list according to the size of your
monitoring device.

@ NOTE:

3 All the items in the A Re g ofd m t e shewddt not be larger than the i Ou t Framie
Sizefi (current maximum resolution).

N =

w

y The parameters of the multiple streams:

Fixed Fixed
Fixed Fixed
1280 x 960 ~ 640 x 320 (Selectable) 1280 x 960 ~ 640 x 320 (Selectable)

When completed with the settings in the Viewing Window, cBelketo enable the settings and clicRlose
to exit the window. TheselectedOutput Frame Sizewill immediatelybe appliedto the Frame sizeof each
video stream. Then you can go back to the legpmage to test the €2TZ function.

VIVOTEK FD9387-EHTV-V3
Profile name:  [Gwl] 8 a3 ] 8

 Manual triggers:
1fas

TN Client settings | Configuration | Language

Interest

Region of o !

s
S f / | ;7’
0818 MBI oo
L vvor | Output Frame




Click the stream item to display the detailed information. The maximum frame size will follow your sett
in the above Viewing Window sections.

This Network Camera provides reahe H.265, H.24 and MJPEG compression standards (Triple Codec)
reaktime viewing. If theH.2650r H.264mode is selected, the video is streamed via RirS8@col. Thereare
severaparameterghroughwhichyou canadjustthe videoperformance:

y Frame size
You can set up different video resolutions for different viewing devices. For example, you can configur
smaller frame size and lower bit rate for remote viewing on mobile phones and a larger video size and

higher bit rate for live viewing on welrowsers, or recording the stream to an NVR. Note that a larger fr
size takes up more bandwidth.

y Maximum frame rate

Thislimits the maximumrefreshframe rate per second.Setthe frame rate higherfor smoother
videoqualityandfor recognizingnovingobjectsin the field of view.

If the power line frequency is set to 50Hz , the frame rates are selectable at 1fps, 2fps, 3fps, 5fps, 8fp:
12fps, 15fps, and up to 25fps. If the power line frequency is set to 60Hz, the frame rates are selectabl
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